VALLDRES

Tracing more than a Billion Dollars: Using
Geospatial/Location Intelligence to
Combat Fraud and Corruption in Iraq
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malpractice hindered economic growth,
eroded public trust, and diverted crucial
funds from their intended purposes. With
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dynamic approach to investigations has i e T 55 ST Saalina R JE T S PENEN

become more apparent than ever. _

The fight against corruption in Iraq requires innovative solutions, such as leveraging advanced
technologies like VALOORES Crowd Intelligence System to uncover hidden trails of
embezzlement and ensure accountability within the ministry.
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Introduction

After the occupation in 2003, the occupiers
began to dismantle the Iraqi state and solve
the Iraqgi army and other security forces and
create chaos in the country and dismantle
the moral and social fabric of the country
and spread sectarian, ethnic factors and
destruction of social infrastructure and
technical infrastructure, the absence of
control fully. The reasons mentioned
altogether occurred in Iraq, making the
country lives in chaos unparalleled not only
in ancient history and in the modern history,
this chaos made it easier for the
beneficiaries and thieves and traitors and
warmongers and those who are in power to
exploit this situation and exploit their
influence in order to steal the whole of Irag.
The continuation of this will lead to
economic and political security and social
disasters.

In the heart of Iraq's financial system lies a
web of corruption that has long plagued the
nation's economic progress and trust in its
government. The Ministry of Finance, tasked
with managing crucial financial matters, has
been grappling with the insidious presence
of fraudulent activities and misappropriation
of funds. This troubling revelation came to
light in December 2022 when the ministry
discovered a staggering four billion dollars
fraudulently withdrawn from its official bank
account.
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A sinister scheme unfolded as four
seemingly legitimate companies, armed with
authentic checks issued by the ministry,
deceitfully claimed compensation for taxes
they had paid in advance. Over a span of ten
months, these fake entities orchestrated 10
check withdrawals, leaving the ministry in
disarray and the culprits untraceable.

The modus operandi of the corruption was
nothing short of organized, with swift
actions taken to register the fake companies
using falsified documents. An unknown
broker acted as an intermediary, concealing
the identities of the perpetrators, who used
authentic passports with false information
and VOIP applications to communicate
anonymously.

In this document, we delve into the depths
of this corruption and embark on a dynamic
investigation, driven by the innovative
VALOORES Crowd Intelligence System.
Through intricate data analysis, location
intelligence, and device history patterns, we
seek to identify the masterminds behind this
audacious "Heist of the Century" and expose
their intricate network of deceit.
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Case Study

1. Elements

The registry of companies

The Ministry of Finance

A Iraqi bank

A politically influential person

The general director of the ministry
of finance

The director of tax department
A high-ranking employee in the
department of passports

e Several brokers and smugglers

2. Story

The Iraqi government imposes on the
petroleum companies that gain a contract
the obligation to pay the tax in advance
during the phase of registration. These
taxes are deposited in the ministry of
finance's official bank account at an Iraqi
bank in Baghdad. Later, if the company
doesn't succeed in its trade, it can apply
for recompense for what it was paid.

During December 2022, the ministry of
finance detected that more than a billion
dollars were fraudulently withdrawn from
its bank account to the benefit of four
different companies. These companies
had represented to the Iraqgi bank checks
issued from the ministry of finance in
order to recompense taxes paid before.
They were authentic checks.
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These four companies used 10 checks to
withdraw this huge amount of money
from the ministry of finance's official bank
account over the course of 10 months,
between February and December 2022.
The four fake companies were registered
within a short time before the requests
for compensation; all documents used for
the registration were falsified. No phone
numbers are related to those companies.
There is no additional information at the
registry of companies. All papers were
presented to the Ministry of Finance
indirectly through an unknown broker,
and the checks were signed by several
employees at the ministry.

Usually, the process of issuing checks from
the ministry is a long, bureaucratic one.
However, in this case, the checks were
signed shortly after the requests were
presented to the ministry, which reflects
organized corruption. The perpetrators
are unknown; they use authentic
passports with fake information and
operate with only VOIP applications
through an internet hotspot to
communicate between them without
using SIMs to avoid being traceable by law
enforcement authorities.
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Scenario FYg et
Chapter 1: The beneficial owners of Fake (¢ s8i8ad) ) gdaiocal) Baad : ) oY) Juadl)

Companies dan gl) culs i)
A Device Trave! Pattern. DTP was e>.<ecut.ed in DTP Jleall 48 5a Jasi apaai dpald aladiu
three areas of interest in order to identify the Lo il Cang RN Ghlie ¢

common devices that are the suspects in
founding the fake companies, receiving the
checks from the ministry of finance, and using
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them to withdraw the cash. (I saY) ol Lgaladiia
- the registry of the company's department Gl Al (&) GlS ) s Jaw -

(on the four different dates when the four S il Jaaadt (gl Al o) day LY
companies are registered) (@J“g\

- the ministry of finance's department (on e e e A
L 15 el 8) Adlall 5 )l 5958 000 -
the period between the date of Atta 3l 3 yidl) 4) Adlall 35 558 il

presenting the requests for compensation U L gl N &5 O

and the date of receiving the checks from (2l 35 (e CSLEN PO LY

the taxes department) A5 Fo ) (g a3yl 3) (81 pall i) -
- the Iraqi Bank (on the period between the Ciladal) akiu) ) Sl <L al)

date of presenting the checks to the bank (Z\_ALJ\

and the date of receiving the payment)
108 30 oA 3 Jead AW mand Al ¢ e Ll
The results showed three devices that visited the u “ﬁxt:;‘)ié | ém\ch: Jf&tj
three mentioned areas, as seen in the golase s LS b S d'L i
screenshots below; tolial ) puall
(DTP: Ministry - Registry - Bank) (DTP: Ministry - Registry - Bank)
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|| 27470bE5-cice-4365-b735-28250ab2243 (B}

|| 79477d38-a1cl-dfeb-be3E8-69550a13Ted0iT4)

ree deuicetha visited
he three mentioned areas
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Executing a Device History DH for each of DH Jleall A4S ja o ) dnald aladiuly Liad &

these three suspects allowed us to discover Lo Lo asifiall DN 25 lal) 5 5621 e JSI
their identity, home location, and behavior. e e a8l ga 23aT g aghy oo LKL Wl e
The first one is a politically influential person 43 aas s ¥ () (i (saliic Y agS sl g
with political connections, and the two other Ol b lidle aly b g8
guys are his bodyguard and his driver. AL g ad il A s L OVAY
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Here On

T T35 oS- po38- 60650313740 (883 0)

BodyGuard 2
Home Location

Here On
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Politically Influential
Person Home Location
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Chapter 2: The links between the didial) Cp dayl g 1) pas oSG Juadl)

suspects and the public sector alad) U8l LAl5 g4 g ey | o
employees . ) )
AS T’JPY\ AR e @mh e\.l;in.np Liad

Executing an activity scan query AS around .
° yoen ARy i S ans el 6 3300 1LV 85155 Jpm

the ministry of finance for a period of 6

months. After that, we applied the filter tool C"m‘ Gapal N (e Al sl Gl
in order to narrow down the results to be slans 5l 5 (il sall & 3)@-*‘ S el
limited to the devices of all employees and Sile b IR 28 gall (559 3 L Bale ()
brokers who usually visit the site during 50 waas by 3l Laa cJadd Lan )l el
official working hours only, which led us to Talia, U—@A.

identify 50 different devices.

(ministry of finance activity scan) (ministry of finance activity scan)

T deTEnen] 0441 404s B 210450 1470 1351

bSalaife-rI76-4442-Codi-bite 14280aaf [1158)

Executing a POI query for the Boss, his alaiaty) Ll paafiuald alastinly Liad
bodyguards, and the 50 devices detected 3580 g3 ad Bl e Lad PO AS yLEW)

through the previous activity scan led us 3 3ea¥l sdea (0 Gad &l 4uw s g (bl
to determine several encounters between PO ELI | S ENPR PE TN I i TN |

the politically influential person, his a5 e W ans Laa (s AT dea (e i)
bodyguards, and two other devices from dus) ya 9 28U el Sl G cileldl 33e
the ministry of finance at a restaurantin =~ & 4.0Lll 3 )) 55 (e cp AT Cn dlea s Cpuad &)
an expensive district of Baghdad.  dealal (= S5 B o (b aclhdll N
(POI: Boss & Bodyguards) (POI: Boss & Bodyguards) .5
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Hera On

[F] 70417038 a1c0-4hch-nco8-60650a1 3740 46)  Bodyguard 1
a74ThE35-cBe- 4365475563 0a022d3 (44 Bodyguard 2

|| B7rs3d57-a37c-437d-812e-acbB2802deT0 (24

36306 74-T3RT-4be3-blbb-=637704:0074 (5]

[Z] 218bbida-TIcE-4576-8521-beTde 413961 [57)  Boss

Executing a Device History DH for each of DH Jleadl 4S ja & )l dpala alading &3 54
:hese twcl)I suspdects frc;rT] the mi;is.try of L) 551 ) e Lage 4iiall o Jleal (p (S
inance allowed us to discover their . , T : <
o . . &8 50 5 Lagh 98 aay Wl e (gAYl
identity, home location, and behavior. The I3y L] .
first one is the general manager of the S O3 g Lo sy Lagl 3

Ll paall 3 1 e AGN AlLall B ) 55 ple

ministry of finance, and the second is the
director of the tax department. General Manager HD- Director Of the taX)
(department DH

(General Manager HD- Director of the tax
department DH)

Copyright © VALOORES. All rights reserved. Confidential and Proprietary.



This analysis allows us to identify the ag Agidiall e ol sl 138 W~ 3

potential suspects in the ministry of s o) siall Adlall 350 5 g 8 Cnlaial
finance who are involved in providing the &".;j)l-“j I szt_w . - s

politically influential person with checks
for compensation for the fake companies

G 5 )Y Apa ) ClS il (i) ucall

and withdrawing the money from the Aglall a5 50 o | lasall e ) g

ministry of finance’s bank account.
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Chapter 3: The Suspects’ behaviors
and their Assets Locally and
Internationally

Using the VCIS Location Intelligence, we
were able to detect suspects houses and
real estate by executing a DH query, which
allows us to also detect the exact time
they bought those assets and thus
identify when they started to use their
money to launder their illicit revenues by
buying assets that aren't registered in
their names.

We executed a Device History DH query
between 2019-2022 for each of the five
suspects, which allowed us to see their
international activities, like the frequent
countries they frequented and if there
was any specific location or address they
used to visit. These frequent addresses
might be assets like houses, shops, real
estate, or a financial institution where
they used to launder their money.

The geo-analysis showed:

1. The powerful man lives in a rich
district in the capital, and he
usually travels to several European
countries. He usually visits the
same building on an expensive
street in Istanbul and the Turkish
bank there, which indicates that he
has real estate and a bank account
there. (boss device history)

o Aidiall LS plas 4y 1A Jaadl)
L g4 9 Lilaa agd gual g

Sl orall 4 gall il jladdin 408 alasiul
o &3 <VCIS Location Intelligence
Lo ¥ cage asiiiall &l jlaal) g J jlial) alias)
el A8 a g i Fpela s (N2 (e
< gl ekl Layf Wl i 3 5 <DH
Sl s Jsaa¥) el agd ) g il cpall dall
D a3 gl e s
Gas Jsa) el pd sl G e g il
e Lo Uil e ollilgias
Sleall A8 a7 )8 Apals aladtiuly Lied ol
5 eal 0 JS12022-2019 (~le x DH
2 yaay L) pmans Uos casedl) agy 4gisiall
) OIS G gall agilS ja g agilail
S s sl b e Sie JS Lty (s
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(boss device history)
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Here On

I [ 2186b4da-T9cE-4975-8621-beldebd 12967 (85) I

The Powerful Man Device ID

He usually visits the same building
on an expensive street in Istanbul
and the Turkish bank there

| | X15bbdds-T9cH-4076- 3621 -heSdent 13061 (77)

Boss Device ID

2. The two bodyguards live in the PENPTS P J ENENA | IV PN LT )
suburbs of the capital, and they Jggb ol G o) Hiliy 5 clanalall
travel from time to time with their

bodyguards) WS 5 () Lagusd ) ae

boss to Turkey. (device history

(bodyguards device history)



Here On

[[] 79417438-21c0-48ch-be56-695551 374 {14}

|| aT476b83-clce-4365-b75

Bodyguards Device IDs

3. The general manager of the ministry of  daalall & iy 4Ll 3 ) j5ale e 3
finance lives in the capital and he travels 3—,\43);;\1\ Jsall g C‘S‘M Jsd oy 5""13
between th(; Guh;ar:cd Europelzan K 3\-,1-3))531\ gl N Y
countries where he frequently visits a . . T .

Jaa by Las ¢llia 4al Kia
European bank and stays in an i “d . & Hsﬁj J;
S\ .
apartment; this probably indicates that s U juae La 4l o Y
he has a bank account there. (general (general manager device history)

manager device history)

Here On

I [[] £5aBaTie-co75-4442-0058-bMe 1428k ent (140)

General Manager Device ID




Here On

#
<

| bieBalfe-cOTE-4442-0bds-bide]428basf {23}

General Manager Device ID
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Hungary
Ramania
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4. The director of the tax department daalall & Giay Qi) pall dalias e 4
lives in Baghdad, usually travels to a O saa) A il Lesale 5 calasy

city in Europe to stay in the same
building and frequents a bank there,
which indicates that he has an
apartment and a bank account there.
(Director of the tax department)

235 a5 e B AE Ly
Z\A&@Jgiés Jay e cllia & gil) aal
E LT S FIEN

(Director of the tax department)

Here On

T aTDael (47 204a L fadTHED 14T {1a0) I

Director of the Tax
department Device ID

nia

Balarus

Ukiraine

Matdova

Romania




The Director of the Tax
department Device ID

Chapter 4: The money - smuggling g2 9.9 cu gl SLici — ) gaY) 12l A Juadll

tactic and its final destination aqilgll)
Executing a Device History query DH for DH Jleall 4S ja o )l dpald 288 JOIA (e
the three main suspects led us to map Dbaie &8 ) W8 Gaaadd )l 45BN gy 4didiall
that the two bodyguards, after being hina A Laadal ¢ ey Cua cCuuad &l sl
located at the Iraqi bank in the capital: ) 01 5e¥) i 5 daalall & 31 yall i

1. They are moving several times

Salls < e - NEINERRE
north to the borders between Syria Aahio ) Yleld &l e 5de MW S LS 1

and Iraq and staying at a house J e (g LBl g L) 5 31 ad) 0 A2 9
located in a rural area, as seen in adadl Lﬁ Tase A WS oy ) dahaie aﬁ 8:‘
the screenshot below. oLl aslall
(Bodyguards DH 2018-2019) (Bodyguards DH 2018-2019)
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Hese On

A ssaline stiess ; e am RS

(| 73417d38-2 1 cD-4ick-be5E-65655 13740 (1400

|| aT4ThbB5-choe-4355-0T35-26 3 0L 243 (136)

Bodyguards' Devices IDs

Using the activity scan around the latter AS 5 jeay! Jalis T Anald aladin) A e
house, we recognized two devices located Crolen st (e LSS ‘P‘\J\ ol el s
permanently there, named X1 & X2. X2 5 X1 Let 5 cllia ?E’b I (2 9 sa

(Border home activity scan) (Border home activity scan)

E Satellte Streets™ a

| L debridzt-ciocdoat-Bdnd-cadseckisdzoz) | M1

_I A74TEb83-chce-4365-b755-263fab2243 27)

| O st301013-26e0-s02e-co0z-tocsnasssaasieny | K2

] 79477038-31c0-4ch-be5B-6065bat 3Tetd (31}
4 j Z218bbdds-79c5-4976-862 1-beldebd 15961 (32)

Executing a device history query DH for X1 O DH Jleal) 48 ja 7o )i duals 2aws &) o
and X2 showgd us that they are moving Lol Jie (o (Dl Lol U «L\)@_U X2 5 X1
between their border house and Turkey
using illegal paths between them, which ’
indicates that they are involved in c3gaall e culedll A ola’) gie Lagdl e Ju

Lae e pd e Ol jlue ye LS i (50 5aall
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smuggling through the borders and that
the sums of money are exported outside
towards the Turkish territories.
(Smugglers X1-X2 DH)

o) Lo o OIS A saall ALl el
:\:Sﬂ\ ‘;_a.'a“)s‘)(\ olasily GJ\A.“
(Smugglers X1-X2 DH)

We executed a Co-traveler query for X1
and X2 devices that led us to identify a
device that is moving simultaneously with
them from the Turkish border to
Gaziantep village, which designates that
there are those who are involved in using
and laundering money there.
(Co-Traveler X!, X2 & Broker)

[] aoTii-c39:fuf-2db3<nSeckbadzo 74
[ o12787c0 2 T0-4¢ T e-b3dc-4nBBES 74582 (52)
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2. X1 and X2 are moving several times

at a Hawala store near Baghdad,
where we detect a permanent
presence of a device in the working
hour (which probably belongs to
the owner), and all these three
devices met together at almost the
same time for one hour, as we can
see in the screenshot below, which
leads us to identify that the
powerful man is using the informal
financial sector to transfer money
abroad to avoid being tracked by
the national authorities. Probably
the funds are transferred to
Istanbul, where there is a large
activity of informal hawala and
where the powerful man and his
family used to travel frequently.
(Hawala Activity Scan)

Here On
[] 0152233 5300-466a-0620-2555 Tacke20 1)
[0 413 59 gez4nz3887 (1)

|| a993ia0 20834 Bha-eaf-00 3 aladace 1)

|/] 218hbdda-78:6-4375-552 1-beSdebd 1al

(7] 79417938 01c0-2ch-beSE-6355091 TTe 40 53)

|| 418 33 2836342195(1)

[ 123488005442 e-Btnl -ad B2 T0aRA (1)

{ [Z] aT47nbE5-clee-4365-b735-363/0a02203 58)

)l yedac Mani)l a8 X2 g X1 LK 2

e il dge 58 e Al sa i
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(Hawala Activity Scan)

Bodyguards
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Chapter 5: The source of fake ) &) 3 ea jdaa 1wl Ad) Juadl)
passports 39 3all
Executing an Activity Scan query around

the Department of Passports for the
yannd g g1t g3 S La 3 yiall <l 91 eadl 3yl
period between June and December s s O LBl sl

2022. After that we apply the filter tool in M‘fb\ pladiuly Lid «lld 22,2022
order to narrow down the results to be aea 8 el o paidl i) glal Guaail

dﬁASB)@A{Y\LwW@\AJﬂsﬁM

limited to the devices of all employees 090900 W sale (pdll gUau 6l § ks gal)
and brokers who usually visit the site o odad dpan ) Jaall Sle b SR a8 gal)
during official working hours only. sl sall vile Slea 30 e il

(30 devices detected - employees)

(Department of Passports AS)
(Department of Passports AS)

mployees and brokers |

ho usually visit the 218 en arasoarizogn

ite Only during Ofﬁcial i ] 75526bE0-edc-4Tbb-87T1-c2e3b81c3eTe 1]
worki ' gl

Going back in time to 2021, we executed a daald duih U 02021 ple ) 3agalla g
POI query for the three suspected devices O Lad POI S jiiiall olaia Y1 Jali a0a
and the 30 devices that resulted from the Sl L) Ly 4gidiall 233 s)'@;y\

previous query. We identified a continuous
meeting with one of the 30 devices in a
location south of Baghdad.

2aiu¥) e Aasil) | lea 30 s (4l e s
| paioe lelaia) daad (pe BT Ca ¢ i)

(POI: Boss - Bodyguards- Passports O B el (e A sdall 3 jea) asl ae
Officier) (POI: Boss - Bodyguards- Passports Officier)
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T34 1Td3E- Iel-dieb-bes-s0asea137=20i265)| Bodyguard 1

2185bd0>-T9c6 2576 D52 1-bebdebd1=081 320)) BOsSs
STATBRES-chea 4365575506 0a22a2 307 (Bodyguard 2

UTca3dB]-a37c-457d-810e-acbbeR020c70345) | Passport Offici

We executed a Device History query DH, Lae «DH Jlgall a8 a Fu daald 2éviy Liad
which led us to identify his home address Al s g4l yie o sie e ol ) Lird
and identity. He is a high ranking officer 513 e 5 siasal 6‘5J s 4_:’{0_\_5}

from the Department of Passports; .
YR \C 43 LadsS) UM ) o) sl
therefore, we discovered that he was DRO=S O A s

providing the suspects with authentic Ot dlal i G ) g pgn 4idall
passports with fake information used in Jinudi Alee (A 223505 48] ja Dl glaa
the companies’ registration process. Aaas o) lS A
(passport officer device history) (passport officer device history)

S

n Satellite Steets ™ a

Here On
S

I : STca3d87-a37c-457d-812e-2cbBe932dc 70 (24) I

Passports Officier Device ID

£
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Chapter 6: Other criminal links

Going back in time between 2019 and
2020, we executed a Device History query
DH for the devices of the two bodyguards;
therefore, we identified their location in
an area that was under the control of the
ISIS group.

(Bodyguards DH 2018-2019)

I || 794797d38-21c0-4ich-bc58-5565baT37=40155) l

I (] aT&7cbE3-cBre-4365-0753-263f0a02243 (77 i

3

Bodyguards Devices' IDs

By executing an AS around this area, we
recognized twenty-five unique devices,
which probably belonged to fighters with
this terrorist group. (Ragqga activity scan)
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(Bodyguards DH 2018-2019)
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Here On

34 1ab0-cMs-441a-087 SuodialTelbe 17

nigue devices, | -
which probably
belong to

errorist fighters

Executing the device history DH, it o DH Dleall 48 )a t—u\i dald 2483 ey
became evident that five devices moved Ly g (e i) Bjéé.i doed llia Oi
from Syria to a conflict zone in North _Lﬁg)éi Jla a;°‘ t‘} AR
Africa. (terrorists device history) (terrorists device history)

' B & Hungary
Satefite Swests A

s

Heru 0o
T D293 TofiZ-45 5-4947-23bedia0f1 ea (4TE)

4b5a-B195-0801 ba2dBS00 {314,

L
L
L 93 oe-4449-5651-840583 99140280
L #5629812-01c3-430-b08- 13802920 (164)
L

392ceidn-rads-4B0-ba0-SaFHOOLEEE 21)

Terrorists’ Devices IDs

Executing the DTP functionality between A8 ja haad aaat dpald 3dE PR (e @
two areas (Raqgqa zone and Conflict zone) ‘&\)'.'d\ dakaic 348 ) dahic 0 DTP leall
allows us to detect 75 devices that were 3850 e Ll 118350 T 3lga 75 o (e LSS
also moved from Raqqa to the conflict .tb'ﬂ\ dalie )
zone. (conflict zone and Raqqa hits) (conflict zone and Ragqa hits)
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Conclusion

The conclusive findings of this case study
underscore the remarkable efficacy of the
VALOORES Crowd Intelligence System
(VCIS) in addressing intricate financial
fraud and criminal networks. The success
achieved in unraveling the complexities of
the investigated scenario attests to the
system's potency in parsing through
temporal nuances and establishing
connections among diverse data points.
VCIS played a pivotal role in unveiling the
truth concealed within the deceptive
layers of fraudulent withdrawals, exposing
an intricate web of deceit that had
remained veiled.

Central to this success was the judicious
deployment of advanced location
intelligence, intricate queries, and
insightful analysis of device patterns.
These elements collectively contributed to
the identification of suspects, unraveled
money-smuggling tactics, and elucidated

L 1 ;

Allad e 3l 5l o3 dpaliiin) galiil) Jalus
VALOORES Crowd Intelligence

Azl Ml JLisY) dalles A& System
(o848 25 (oAl) ALl dal jay) SISl
o iy paliuall g )Ll Cilagas jal clé
Aal8) 5 dyia 31 cldaall) Judas & alkail) dlled
VCIS =l Ao siiall i) Lalds (g Jaal 5 )
8 Aadall Aagall e CadSll alsa i )50
403 Laals dduia ) caanall Jaleatl) il
Ass il s Gl (e Aads

D) il 13 Apulal) ) ¥ (e IS
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the intricate links within the criminal Sle 43 e o gall ol 3032 al) dal )

network. Dbl 3y 35 5 Alal) Aadai¥) A 35 Ales
This case study serves as an exemplar,

showcasing how VCIS emerges as a Sl 128 e Jlall aladind A e Aalall
formidable force in combating ¢ gall Jalis 3Ll 13a & VCIS 7l dad
sophisticated criminal activities. Its 5 patusall o all b o g8 CadaS aililSa) e

capacity to safeguard the integrity of

financial systems and bolster public safety K Iakad 30y Jid) day jal) JICE] aa

is underscored by its adept utilization in daaal e A oda (e aliiecal) (g al)
this investigation. The success story of Aadai¥) g dadiiall L o i1 pa 50ELY)

VCIS in this context highlights its potential ) e
as a robust ally in the ongoing battle el Juia) o plaal) Gy s 483

against increasingly sophisticated forms of Caaa (383 8 alaall Agles A daa b
criminality. The Iessor\s c.ir.awn from this AaDls (e s Allall (KL Al 55 e Lalaal
case emphasize the significance of

leveraging cutting-edge technologies and ST
intelligent systems to fortify defenses

against financial malfeasance, ultimately

contributing to the overarching goal of

upholding the integrity of financial

structures and ensuring the safety of the

public.

ABOUT VALODORES COMTACT US LINES OF BUSINESS SERVICES

Careers fAccess Dashboards in'Banking n"Analytics n"ANL In*Fraud Management

Office Locations in"Technology in“Academy in'Regulatory m"Via

uotes - 1] (o L i
Uuoctes E-rrai in‘ns ce in'Retall in"Merch in"Consultancy

in"Hesltheare InMultirnedia in'IRFP In"Profit
in‘Government Webinars "Al/B In"Campalgn

I FRSS




	مقدّمة 
	Introduction 
	دراسة الحالة 
	1.​العناصر 
	2.​قصة 

	Case Study 
	1.​Elements 
	2.​Story 

	سيناريو 
	الفصل :الأول: تحديد المستفيدون الحقيقيون منالشركات الوهمية 

	Scenario 
	Chapter 1: The beneficial owners of Fake Companies 
	الفصل :الثاني: تحديد الروابط بين المشتبهبهم الثلاثة وموظفي القطاع العام 
	Chapter 2: The links between the suspects and the public sector employees 
	الفصل :الثالث: تحديد سلوكيات المشتبه بهمواصولهم محلياً ودولياً 
	Chapter 3: The Suspects’ behaviors and their Assets Locally and Internationally  
	الفصل :الرابع: الأموال – تكتيك التهريب ووجهتهاالنهائية 
	Chapter 4: The money - smuggling tactic and its final destination 
	الفصل :الخامس: مصدر جوازات السفرالمزورة 
	Chapter 5: The source of fake passports 
	الفصل :السادس: الروابط الإجرامية الأخرى
	Chapter 6: Other criminal links 

	خاتمة 
	Conclusion 

